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1. Nome dell'azienda
Azienda Informatica Genova S.R.L.
2. Scopo e obiettivo

L'obiettivo di questo documento e informare ed assicurare che tutti i dati personali trattati da
Azienda Informatica Genova Srl, di seguito denominata AIG, con Partita IVA 02927720991 e sede
in Genova in via Assarotti 10/2, 16122 Genova, siano gestiti in conformita con il Regolamento
Generale sulla Protezione dei Dati (GDPR) dell'Unione Europea. Ci impegniamo a proteggere la
privacy dei dati personali dei nostri clienti, dipendenti e partner commerciali. In questo senso
forniamo le seguenti informazioni inerenti il trattamento dei dati trattati.

3. Responsabilita

Tutti coloro che lavorano in AIG e che in qualunque modo si relazionino con i dati personali, sono
responsabili per la protezione dei dati personali con cui entrano in contatto durante il loro lavoro. In
ottemperanza alla normativa vigente, e stato nominato un Responsabile della Protezione dei Dati
(Data Protection Officer, DPO) che rappresenta il punto di riferimento per tutte le questioni relative
alla protezione dei dati.

4. Raccolta dei dati personali

I nostri sistemi informatici e le procedure software che gestiscono le Web App, App e Siti Web
aigenova.it, gestionesportiva.it e gestionesportiva.com, accolgono automaticamente dati personali
solo quando e necessario per scopi commerciali legittimi e previo consenso dell'individuo.
Comunichiamo chiaramente lo scopo della raccolta che verra attivata solo in seguito ad un esplicito
consenso appropriato.

I dati inseriti dopo aver effettuato 1'accesso alla propria area riservata, utilizzando le proprie
credenziali di accesso, sono contenuti all'interno dell'area e sono visionabili da parte degli altri
utenti autorizzati ad accedere alla stessa area.

Non utilizziamo cookies di profilazione con lo scopo di rilevare attivita associate all’indirizzo ip o
estrapolare altre informazioni riconducibili alla persona.

L’utilizzo dei cookies viene limitato soltanto ai dati tecnici utili al miglioramento dell’esperienza di
utilizzo e miglior fruibilita dei prodotti.



5. Utilizzo dei dati personali

I dati personali sono utilizzati solo per scopi specifici, previamente stabiliti e comunicati
all'individuo.

Vengono quindi raccolti solamente dati personali per i quali I’utente ha fornito in modo volontario e
diretto adeguato consenso.

I dati saranno trattati in modo lecito, equo e trasparente.
6. Dati personali di terzi inseriti nei prodotti software

Il Responsabile della Protezione dei Dati garantisce di aver adottato misure di sicurezza adeguate
per un trattamento dei dati personali di terzi che vengano inseriti nei prodotti software che sia
conforme alle normative vigenti, in modo da evitare accessi non autorizzati, nonché alterazioni e/o
divulgazioni non autorizzate. I dati personali di terzi inseriti nei prodotti software vengono raccolti
ed impiegati unicamente per scopi direttamente connessi con 1’utilizzo dei prodotti stessi.

7. Conservazione dei dati

I dati personali e/o sensibili verranno conservati solo per il periodo di tempo necessario allo scopo
per cui sono stati raccolti. Al termine di questo periodo, i dati saranno eliminati nel rispetto delle
norme vigenti e degli obblighi di legge.

La conservazione dei dati avviene esclusivamente all’interno del territorio della comunita europea.
Ci impegniamo inoltre a non cedere in alcun modo i dati personali o sensibili a terzi.

8. Sicurezza dei dati

Adottiamo adeguate misure tecniche e organizzative al fine di proteggere i dati personali da accessi
non autorizzati, perdita o danneggiamento.

In particolare si adottano i criteri di:

» privacy by design: ogni Cliente ha uno spazio dedicato ai propri dati, separato da quello
degli altri Clienti,

» protezione dei dati: i database e i file allegati sono memorizzati in forma criptata e la chiave
di criptazione non risiede all'interno dello stesso server,

» protezione delle comunicazioni: le comunicazioni tra il browser dell'utente e il backend e tra
la app e il backend avvengono attraverso protocolli criptati (ssl),

* protezione contro la perdita di dati: viene effettuato periodicamente il backup dei dati.

Eventuali violazioni dei dati saranno notificate alle autorita competenti e agli individui interessati,
se necessario.

9. Diritti degli individui

Riconosciamo i diritti degli individui in materia di protezione dei dati, inclusi il diritto di accesso,
rettifica, cancellazione, limitazione del trattamento e portabilita dei dati. Risponderemo
prontamente a tutte le richieste dei titolari dei dati, che possono inviare le richieste all'indirizzo
info@aigenova.it.



10. Formazione e consapevolezza

Forniamo formazione mirata e continua a tutti coloro che lavorano in AIG e che in qualunque modo
entrino in contatto con i dati personali per garantire la consapevolezza e la comprensione delle leggi
sulla protezione dei dati e delle nostre politiche interne in merito alla gestione dei dati personali.

11. Revisione e aggiornamento

La nostra politica sulla privacy viene periodicamente rivista e aggiornata per garantire la conformita
continua al GDPR e ad altre leggi sulla protezione dei dati pertinenti.

In particolare, il Responsabile della Protezione dei Dati si impegna alla verifica, mantenimento ed
aggiornamento di tutte le misure di sicurezza utili ad una gestione sicura dei dati personali.

12. Contatti

Per domande o segnalazioni relative alla protezione dei dati, contattare il nostro Responsabile della
Protezione dei Dati (DPO), alla casella di posta elettronica: info@aigenova.it indicando "dpo"
nell'oggetto della comunicazione.



